# View Report

Principio del formulario

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| RQ1-Report  |  | | --- | | (Number of First Attempts: 19) |  |  |  |  | | --- | --- | --- | | **Question 1**Difficulty: 1 |  |  |   Many refer to the Semantic Web as \_\_\_\_\_\_\_\_.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | social networking | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.56 %) | |  | social media | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Web 2.0 | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.56 %) | | Correct Answer | **Web 3.0** | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 16 | (88.89 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 2**Difficulty: 1 | |  |  |   Which of the following describes the connection of everyday devices and appliances to the Internet?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | Internet of Things (IoT) | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 12 | (63.16 %) | |  | Virtualization | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.26 %) | |  | Protocol computing | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | World Wide Web | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 6 | (31.58 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 3**Difficulty: 1 | |  |  |   The buying and selling of goods and services over the Internet is commonly referred to as \_\_\_\_\_\_\_\_.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | eCommerce | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 19 | (100 %) | |  | social purchasing | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | brick and mortar sales | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | network commerce | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 4**Difficulty: 1 | |  |  |   Which of the following is a bookmarking Web site?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Facebook | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 6 | (33.33 %) | | Correct Answer | Delicious | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 7 | (38.89 %) | |  | Wordpress | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 3 | (16.67 %) | |  | Wikipedia | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (11.11 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 5**Difficulty: 1 | |  |  |   What is NOT an example of cloud computing?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Google Docs | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (11.11 %) | |  | Online e-mail services | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (11.11 %) | |  | Online data storage services | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | Correct Answer | A static Web page | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 14 | (77.78 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 6**Difficulty: 1 | |  |  |   Which of the following provides operating systems or platform applications over the Internet?     |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Saas | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 7 | (38.89 %) | | Correct Answer | PaaS | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 8 | (44.44 %) | |  | IaaS | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (11.11 %) | |  | IoT | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.56 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 7**Difficulty: 1 | |  |  |    Which of the following is NOT a key security concern regarding the Internet of Things?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Privacy | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 3 | (16.67 %) | |  | Authorization | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Encryption | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | Correct Answer | Efficiency | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 15 | (83.33 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 8**Difficulty: 1 | |  |  |   Which e-commerce concern is the ability to verify a person or system's identity?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Integrity | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Non-repudiation | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | Correct Answer | Authentication | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 18 | (100 %) | |  | Privacy | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 9**Difficulty: 1 | |  |  |   Which e-commerce concern is assurance that neither party can refute the actions of the other?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Integrity | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.26 %) | | Correct Answer | Non-repudiation | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (68.42 %) | |  | Authentication | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 4 | (21.05 %) | |  | Privacy | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.26 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 10**Difficulty: 1 | |  |  |  1. Which of the following is NOT true regarding security?  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Security is a goal. | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (11.11 %) | |  | Security includes the necessary steps to protect from harm. | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Security is a process. | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (11.11 %) | | Correct Answer | Security is a war that must be won at all costs. | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 14 | (77.78 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 11**Difficulty: 1 | |  |  |   An organization that practices purchasing products from different vendors is demonstrating which security principle?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Obscurity | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.56 %) | | Correct Answer | Diversity | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 16 | (88.89 %) | |  | Limiting | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Layering | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.56 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 12**Difficulty: 1 | |  |  |   What is industry-standard frameworks and reference architectures that are required by external agencies known as?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Compulsory | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Mandatory | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.26 %) | |  | Required | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 3 | (15.79 %) | | Correct Answer | Regulatory | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 15 | (78.95 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 13**Difficulty: 1 | |  |  |   What is the category of threat actors that sell their knowledge of vulnerabilities to other attackers or governments?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Cyber terrorists | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 6 | (33.33 %) | |  | Competitors | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (11.11 %) | | Correct Answer | Brokers | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 10 | (55.56 %) | |  | Resource managers | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 14**Difficulty: 1 | |  |  |   Adone is attempting to explain to his friend the relationship between security and convenience. Which of the following statements would he use?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | “Security and convenience are not related.” | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (5.26 %) | |  | “Convenience always outweighs security.” | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | Correct Answer | “Security and convenience are inversely proportional.” | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 18 | (94.74 %) | |  | “Whenever security and convenience intersect, security always wins.” | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 15**Difficulty: 1 | |  |  |   Which of the following ensures that only authorized parties can view protected information?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Authorization | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 9 | (50 %) | | Correct Answer | Confidentiality | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 9 | (50 %) | |  | Availability | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Integrity | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 16**Difficulty: 1 | |  |  |   With centralized processing, the workstation is merely a gateway to the centralized system where all processing, computing, and storage takes place.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (72.22 %) | |  | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 5 | (27.78 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 17**Difficulty: 1 | |  |  |   The client/server is a form of centralized computing in that a central computer provides access to various network services, such as the Internet or databases.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 15 | (83.33 %) | |  | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 3 | (16.67 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 18**Difficulty: 1 | |  |  |   Regarding e-commerce, integrity is the assurance that all information is stored confidentially.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 7 | (36.84 %) | | Correct Answer | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 12 | (63.16 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 19**Difficulty: 1 | |  |  |   Whereas the Web is a global network consisting of routers, cabling, servers, and all the hardware that create the network infrastructure, the Internet is one of the services deployed over the Web.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (72.22 %) | | Correct Answer | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 5 | (27.78 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | | **Question 20**Difficulty: 1 | |  |  |   Companies that subscribe to cloud computing services must continuously upgrade their hardware.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 5 | (27.78 %) | | Correct Answer | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (72.22 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | |

Final del formulario

Principio del formulario

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| RQ5-Report   |  | | --- | | (Number of First Attempts: 14) |  |  |  |  | | --- | --- | --- | | **Question 1**Difficulty: 1 |  |  |   Which of the following best describes a brute-force attack?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | An attempt to overwhelm a Web server with service requests | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | An attack that takes advantage of a Web server's unpatched vulnerabilities | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | Correct Answer | An attack that attempts to crack a cryptographic key or password simply by guessing | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (92.86 %) | |  | An attempt to physically break into a system by manual force | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 26.73 % | | Point Biserial: | 1.29 | | Discrimination Index: | 25.00 % | | | **Question 2**Difficulty: 1 | |  |  |   Which of the following techniques would help a Web application properly validate user input?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Cleansing all data in the database | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Blacklisting unknown IP addresses | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | Correct Answer | Whitelisting and accepting only known good characters | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 12 | (85.71 %) | |  | Using Secure Sockets Layer (SSL) for all user input | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (14.29 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 36.31 % | | Point Biserial: | 1.23 | | Discrimination Index: | 50.00 % | | | **Question 3**Difficulty: 1 | |  |  |   Which type of attack primarily gathers information about a target system, such as the operating system version and network architecture?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Cross-site scripting | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | |  | Content spoofing | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 4 | (28.57 %) | |  | Denial of service | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | Correct Answer | Fingerprinting | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 9 | (64.29 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 49.72 % | | Point Biserial: | 0.77 | | Discrimination Index: | 50.00 % | | | **Question 4**Difficulty: 1 | |  |  |   Which type of attack uses a fake Web site or Web application to fool victims into thinking it is a legitimate one?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Cross-site scripting | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | Correct Answer | Content spoofing | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (92.86 %) | |  | Denial of service | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Fingerprinting | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 26.73 % | | Point Biserial: | 1.29 | | Discrimination Index: | 25.00 % | | | **Question 5**Difficulty: 1 | |  |  |   What is the primary vulnerability of buffer overflow attacks?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Hardware malfunctions | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (14.29 %) | | Correct Answer | Application programming errors | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 7 | (50 %) | |  | Weak passwords | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 3 | (21.43 %) | |  | Web browser cookies | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (14.29 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 51.89 % | | Point Biserial: | 0.35 | | Discrimination Index: | 0.00 % | | | **Question 6**Difficulty: 1 | |  |  |   You want to determine if your Web site has been under a brute-force attack. Which of the following should you review first?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | Log files | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (92.86 %) | |  | Web server backup files | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Web site analytics results | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Web server directory structure | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 26.73 % | | Point Biserial: | 0.08 | | Discrimination Index: | 0.00 % | | | **Question 7**Difficulty: 1 | |  |  |   In a path traversal attack, the attacker commonly uses \_\_\_\_\_ to navigate the directory tree to access files in other directories.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Windows Explorer | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | Correct Answer | ../ | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 12 | (85.71 %) | |  | boolean characters | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | filters | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 36.31 % | | Point Biserial: | 1.01 | | Discrimination Index: | 50.00 % | | | **Question 8**Difficulty: 1 | |  |  |   Which of the following is NOT commonly a source of data leakage?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | Encrypted data | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 12 | (92.31 %) | |  | Error messages | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.69 %) | |  | Employee e-mails | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Unsecured backups | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 36.31 % | | Point Biserial: | 0.45 | | Discrimination Index: | 50.00 % | | | **Question 9**Difficulty: 1 | |  |  |   Which type of attack is designed to overwhelm a system and tie up its resources to the point that it becomes unusable?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | Denial of service (DoS) | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (92.86 %) | |  | Cross-site scripting (XSS) | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Cross-site request forgery (CSRF) | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | |  | Buffer overflow | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 26.73 % | | Point Biserial: | 1.29 | | Discrimination Index: | 25.00 % | | | **Question 10**Difficulty: 1 | |  |  |   You are a systems administrator of a Windows Server computer. You want to allow a group of users to create new files and folders, list and view the contents of a folder, and delete files, but not be able to change permissions on the files or folders. Which NTFS permission do you assign?   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | Full Control | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 5 | (35.71 %) | | Correct Answer | Modify | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 7 | (50 %) | |  | Read & Execute | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | |  | Write | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 51.89 % | | Point Biserial: | -0.04 | | Discrimination Index: | 25.00 % | | | **Question 11**Difficulty: 1 | |  |  |   A brute-force dictionary attack uses an exhaustive list of words attempting to guess at a password or username.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 14 | (100 %) | |  | False | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 0.00 % | | Point Biserial: | n/a | | Discrimination Index: | 0.00 % | | | **Question 12**Difficulty: 1 | |  |  |   Buffer overflow attacks are launched against user logon credentials.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 4 | (28.57 %) | | Correct Answer | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 10 | (71.43 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 46.88 % | | Point Biserial: | 0.95 | | Discrimination Index: | 50.00 % | | | **Question 13**Difficulty: 1 | |  |  |   Denial of service (DoS) attack tactics often include spam e-mail links, forum links, and chat room links.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 3 | (21.43 %) | | Correct Answer | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 11 | (78.57 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 42.58 % | | Point Biserial: | 0.90 | | Discrimination Index: | 25.00 % | | | **Question 14**Difficulty: 1 | |  |  |   The Windows "Minimum password age" policy sets the number of days that a password must be used before the user can change it.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 12 | (85.71 %) | |  | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 2 | (14.29 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 36.31 % | | Point Biserial: | 0.11 | | Discrimination Index: | 25.00 % | | | **Question 15**Difficulty: 1 | |  |  |   Many content spoofing attacks use phishing as a mechanism to lure victims to an illegitimate site.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 14 | (100 %) | |  | False | https://e.centennialcollege.ca/d2l/img/lp/pixel.gifhttps://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 0 | (0 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 0.00 % | | Point Biserial: | n/a | | Discrimination Index: | 0.00 % | | | **Question 16**Difficulty: 1 | |  |  |   The cross-site scripting (XSS) attack can crash a Web site.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 5 | (35.71 %) | | Correct Answer | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 9 | (64.29 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 49.72 % | | Point Biserial: | 0.86 | | Discrimination Index: | 50.00 % | | | **Question 17**Difficulty: 1 | |  |  |   Format strings and buffer overflow attacks share a similarity in that both attacks exploit user input.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (92.86 %) | |  | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 26.73 % | | Point Biserial: | 1.29 | | Discrimination Index: | 25.00 % | | | **Question 18**Difficulty: 1 | |  |  |   In a successful OS commanding attack, the attacker can execute commands on a server through a browser or other input mechanisms.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (92.86 %) | |  | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 26.73 % | | Point Biserial: | 1.29 | | Discrimination Index: | 25.00 % | | | **Question 19**Difficulty: 1 | |  |  |   An SQL injection attack hijacks an SQL query, and an XQuery injection attack does the same for XQuery commands.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | | Correct Answer | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 11 | (78.57 %) | |  | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 3 | (21.43 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 42.58 % | | Point Biserial: | 0.43 | | Discrimination Index: | 75.00 % | | | **Question 20**Difficulty: 1 | |  |  |   A blacklist approach to user input allows only code that matches a set of acceptable inputs. All other input is blocked.   |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | |  |  |  |  |  | | --- | --- | --- | --- | --- | |  | True | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 1 | (7.14 %) | | Correct Answer | False | https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.blue.gif?v=20.22.9.21581https://e.centennialcollege.ca/d2l/img/0/Framework.GraphBar.background.gif?v=20.22.9.21581 | 13 | (92.86 %) | | |  |  | | --- | --- | | Average Grade: | 0 / 1 (0 %) | | Standard Deviation: | 26.73 % | | Point Biserial: | 0.38 | | Discrimination Index: | 25.00 % | | |

Final del formulario